
Cloud Native Security 101

Half-day workshop 

Traditionally, the role of security was relegated to a specific 
function at the end of the release process. This isn’t 
incompatible with deployment cycles measured in months.

Today, most organisations seek a much more rapid time to 
market, with release cycles are measured in days and hours, 
not weeks and months. But outdated security practices will 
unravel even well-intended DevOps initiatives. IT security 
must play an integrated role in the full life cycle of an 
application.

In this workshop we will discover how to make security an 
enabler, not a blocker.

Topics covered

● Traditional approaches and shortcomings

● Strength in depth

● Zero trust

● DevSecOps

● Technology landscape

● Best practice

2020 workshops
Infrastructure as code  |  Cloud Native security

Foundational Kubernetes  |  K8S practitioner

DevOps for SMEs  |  Monoliths to Microservices

Hybrid Cloud op models  |  Hybrid Azure implementations   

To reserve your free place: info@codification.io
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